
NCC-RO face parte dintr-un nou cadru european de
management, care include Centrul European de
Competențe în Securitate Cibernetică (ECCC) și o
rețea de 29 de Centre Naționale de Coordonare (NCC).

Funcționează 
în 

conformitate 
cu 

Regulamentul 
UE 2021/887.

Colaborează cu ECCC 
și statele membre ale 

UE pentru a 
îmbunătăți securitatea 

cibernetică.

Se 
concentrează 
pe investiții 
strategice în 
securitatea 

digitală.

Cine este NCC-RO?



Misiunea NCC-RO

Creștem competitivitatea industriei din România
și transformăm securitatea digitală într-un
avantaj competitiv pentru toate sectoarele

Conectăm mediul privat și public la programele
Digital Europe și Horizon Europe, cu accent pe
finanțări, inovație și transfer tehnologic

Oferim suport IMM-urilor și instituțiilor prin
proiecte, instrumente digitale și programe de
conștientizare.



Cu cine colaborăm?

Sectorul public: 
Consolidarea 
rezilienței 

instituționale

Mediul academic: 
Parteneriate 

pentru cercetare 
și dezvoltarea 

talentelor

Industria: 
Promovarea 
inovației și 
adoptarea 

soluțiilor de 
securitate

IMM-uri: Beneficiarii 
principali ai inițiativelor 

de securitate 
cibernetică



Proiecte NCC-RO

Consolidarea  și îmbunătățirea 
capacităților operaționale ale 
NCC-RO pentru a sprijini 
dezvoltarea securității 
cibernetice la nivel național, 
regional și local

Buget 7.000.000 €
Co-finantare: 50 %
Finantare FSTP: 60 – 100k €
Legislatie: CRA si NIS2

Sprijinirea IMM-urilor europene, cu un accent 
pe microîntreprinderi și întreprinderi mici, 
pentru a-și consolida capacitățile de 
securitate cibernetică și pentru a sprijini 
implementarea propunerii de Regulament 
privind Actul Rezilienței Cibernetice (CRA).

Buget: 22 milioane €
Co-finantare: 50 %
Buget FSTP: 30k € 
Legislatie: CRA

O inițiativă finanțată de UE cu un buget de 3 
milioane de euro.Asistă IMM-urile în 
conformitatea cu Actul privind Reziliența 
Cibernetică (CRA) prin dezvoltarea de unelte 
care facilitează alinierea la cerințele CRA.

Buget: 3 milioane €
Legislatie: CRA

Sprijinirea statelor membre în 
creșterea maturității cibernetice și a 
rezilienței operatorilor de servicii 
esențiale și a IMM-urilor, prin apeluri 
deschise. Dezvoltarea de metode, 
scenarii și studii de caz si efectuarea 
de teste de penetrare pentru a 
îndeplini cerințele Directivei NIS2. Al 
treilea apel deschis începe în 
Ianuarie 2026

Co-finantare: 50 %
Buget FSTP: 200k € 
Legislatie: NIS2



Interacțiunea cu piața muncii

NCC-RO are o colaborare strânsă cu comunitatea de
cyber-security din România, avand in prezent mai
multe protocoale de colaborare încheiate cu
organizații relevante din domeniul securității
cibernetice, cum ar fi ATIC (Asociația pentru 
Tehnologia Informației și Comunicații din România) și
ANIS (Asociaţia Patronala a Industriei de Software si
Servicii) și EDIH-urile.

Astfel, NCC-RO este în permanenta legatură cu IMM-
urile relevante din domeniul securității cibernetice,
în scopul sprijinirii acestora în procesul de aliniere la
standardele impuse de Uniunea Europeana, precum
CRA, NIS2, CSA etc.



Oportunități de carieră pentru studenți în 
ecosistemul NCC-RO / ADR – OIPSI

NCC-RO, coordonat de Autoritatea pentru
Digitalizarea României (ADR) prin OIPSI — publică
periodic anunțuri de recrutare, stagii și traineeship-
uri pe proiectele în care suntem beneficiar sau
partener.

Selecția se face prin concurs, conform regulilor
instituțiilor implicate și legislației aplicabile.
Anunțurile și calendarul sunt disponibile pe site-ul
ADR (secțiunea cariera) și pe canalele noastre
oficiale.



Centrul National de 
Coordonare Cybersecurity 
NCC RO

@ncc_ro

Vă mulțumim!
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